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CONFIDENTIALITATEA DATELOR CU CARACTER
PERSONAL OBTINUTE SI PRELUCRATE PRIN

SUPRAVEGHERE VIDEO

Conform Regulamentului UE 679/2016 privind protectia persoanelor fizice in ceea ce priveste
prelucrarea datelor cu caracter personal, Primaria Schitu, judetul Giurgiu este un operator de date
cu caracter personal .

Primaria Schitu utilizeaza sistemul de supraveghere video pentru asigurarea sigurantei si securitatii
institutiei. Acest sistem vine in completarea sistemelor conexe, respectiv de detectie si alarmare la
tentativa de efractie, de control acces, de detectie, semnalizare si alarmare la incendiu, formand astfel
un sistem integrat la securitate fizica in cadrul institutiei. Astfel sistemele de supraveghere video in
circuit inchis functioneaza in relatie de colaborare cu celelalte sisteme enumerate mai sus, asigurand
elementul de monitorizare in timp real si posjbilitatea de vizualizare post-eveniment precum si
inregistrare, afisarea si transmisia video citre diverse persoane desemnate ca utilizatori ai
subsistemului de supraveghere.

Prelucrarea datelor cu caracter personal prin mijloace de supraveghere video se face pentru realizarea
unor interese legitime, fara a prejudicia drepturile si libertatile fundamentale legale sau interesul
persoanelor vizate.

PRIMARIA SCHITU - poate dezvalui datels /dumneavoastrd cu caracter personal urmitoarelor
categorii de destinatari: parteneri contractuali. furnizori de servicii, inclusiv entitati care asistd
PRIMARIA SCHITU in prelucrarea de date in calitate de imputerniciti, asiguratori, autoritati publice
(Parchet, Politie, instantele judecdtoresti si altor. organe abilitate ale statului), in baza si in limitele
prevederilor legale si ca urmare a unor cereri expres formulate. ‘

Conform cerintelor Regulamentului (UE) nr. 2)16/679 privind protectia persoanelor fizice in ceea ce
priveste prelucrarea datelor cu caracter personal si privind libera circulatie a acestor date,
PRIMARIA SCHITU administreaza in conditii de siguran{a i numai pentru scopurile specificate



date cu caracter personal. Orice persoana are dreptul de a refuza transmiterea datelor, ceea ce duce la
suspendarea serviciilor oferite acesteia de catre PRIMARIA SCHITU .

CUM COLECTAM / PRELUCRAM INFORMATII PRIN INTERMEDIUL SISTEMULUI DE
SUPRAVEGHERE-VIDEO

Primaria Schitu, judetul Giurgiu , prin intermediul sistemelor de supraveghere video, colecteazi si
prelucreazd inregistrari video in scopul asigurdrii securitafii persoanelor si bunurilor, pazei si
protectiei bunurilor, imobilelor, valorilor si a materialelor utilizate in desfasurarea activitatii in
interesul public.

Primaria comuna Schitu, judetul Giurgiu nu prelucreazé in scop privat datele cu caracter personal
rezultate in urma monitorizarii video iar sistemul de supraveghere nu este utilizat pentru
monitorizarea/pontajul activititii angajatilor sau colaboratorilor .

Zonele supravegheate video cuprind:

» zone de acces si spatii destinate publicului
e zone de acces si spatii destinate angajatilor ’
e zone cu acces restrictionat (arhiva)

e accesele exterioare pentru a proteja spatiile exterioare

Nu sunt monitorizate zone in care existd un nivel ridicat al asteptarilor privind viata privata, precum
birourile angajatilor, toalete sau alte locatii similare.

In cazul in care exista un interes legitim al Primaria comuna Schitu, judetul Giurgiu si doar dupa
efectuarea unei evaludri (conform cerintelor Regulamentului 679/2016 si Deciziei nr.174/2018 a
Autoritatii Nationale de Supraveghere a Preluc-arii Datelor cu Caracter Personal), sunt/pot fi instalate
camere si in alte zone (sala de sedinta). In astfel de cazuri, in zona monitorizata este amplasat un
anunf precizeaza acest lucru.

CATEGORIILE DE DESTINATARI AI DATELOR CU CARACTER PERSONAL
OBTINUTE IN URMA SUPRAVEGHERII VIDEO

In masura permisi de legislatia privind protectia datelor, pentru a ne indeplini obligatiile legale putem
transmite sau permite accesul la imaginile inregistrate unor autoritifi nationale abilitate si
indereptatite sau unor furnizori de servicii ( paza si protectie ).

TEMEIUL JURIDIC AL PRELUCRARILOR DE DATE CU CARACTER PERSONAL
Informatiile sunt prelucrate in mod legal in conformitate cu:

Legea nr. 333/2003 privind paza obiectivelor, bunurilor, valorilor si protectia persoanelor si normele
de aplicare ale acesteia :

» Regulamentul UE 679/2016 privind protectia persoanelor fizice in ceea ce priveste prelucrarea
datelor cu caracter personal actualizata;

o Legea nr. 190/2018 privind masuri de punere in aplicare a Regulamentului (UE) 2016/679 al
Parlamentului European si al Consiliului din 27 aprilie 2016 privind protectia persoanelor
fizice in ceea ce priveste prelucrarea datelor cu caracter personal;




e Hotararea nr. 301 din 11 aprilie 2012 pentru aprobarea Normelor Metodologice a Legii
nr.333/2003 privind paza obiectivelor, bunurilor, valorilor si protectia persoanelor;

e Decizia nr.174/2018 a Autoritatii Nationale de Supraveghere a Prelucririi Datelor cu Caracter
Personal — ANSPDCP privind lista operatiunilor pentru care este obligatorie realizarea
evaludrii impactului asupra protectiei datelor cu caracter personal.

CUM PROTEJAM INFORMATIILE CONFIDENTIALE COLECTATE

Informatiile colectate in urma procesului de supraveghere video sunt pastrate in format electronic
iar pentru protectia acestora sunt implementate urmatoarele masuri tehnice si procedurale .,

o limitarea timpului de stocare a imaginilor la maxim 30 zile ;

e acces restrictionat la spatiile unde se afla mediile de stocare electronice pe care se stocheazi
imaginile inregistrate;

e limitarea accesului la imaginile care se deruleaza in timp real la angajatii / agentii desemnati
J
sd desfasoare activitatea de pazi;

o administratorul de sistem are dreptul de a acorda, modifica sau anula dreptul de acces al
utilizatorilor;

e instruire privind cerintele legate ' de confidentialitatea datelor si acorduri de
confidentialitate pentru persoanele care vizualizeaza imaginile care se deruleaza in timp real
sau au acces la imaginile inregistrate;

e asigurarea contractuald sau prin acorduri ci persoane imputernicite folosite implementeaza
masuri tehnice si organizatorice de protectie a datelor.

Toti membrii personalului cu drept de acces la inregistrarile video beneficiaza de o instruire initiala in
domeniul protectiei datelor. Instruirea este oferita fiecarui nou membru al personalului, urmand ca
atelierele periodice pe teme privind protectia datelor sd fie organizate cel putin o datd la un an
pentru toti membrii personalului care au drept ce acces la date.
Orice incélcare a securitdtii in ceea ce priveste subsistemul de supraveghere video este indicata in
Registrul de evenimente , iar Responsabilul cu protectia datelor este informat in legatura cu acest
lucru, fara intarzieri nejustificate, in termen de cel mult 12 ore.
in cazuri exceptionale, dar cu respectarea garantiilor descrise mai sus, se poate acorda acces Comisiei
de cercetare disciplinard desemnatd de catre conducatorul institutiei, in cadrul unei anchete
disciplinare, cu conditia ca informatiile sa ajute la investigarea unei infractiuni sau a unei abateri
disciplinare de natura sa prejudicieze drepturile si libertatile unei persoane.

LOCATIA DE STOCARE SI DURATA DE STOCARE

Datele cu caracter personal colectate sunt stocate in spatii si pe echipamente situate in Primaria
comuna Schitu, judetul Giurgiu . Durata de stocare este in conformitate cu cerintele legale de maxim
30 de zile calendaristie cu exceptia situatiilor expres reglementate de lege sau a cazurilor temeinic
justificate. .Dupa acesta perioada maxima imaginile se sterg automat in ordinea in care au fost
inregistrate .In cazul producerii unui incident de securitate sau a primirii unei solicitarii intemeiate a
unei persoane vizate, durata de stocare a imaginilor poate depasi limitele normale in functie de timpul
necesar investigarii suplimentare a incidentului de securitate sau de solutionare a solicitarii primite.



DREPTURI LEGATE DE PRELUCRAREA DATELOR CU CARACTER PERSONAL
Conform Regulamentului UE 679/2016, aveti urmitoarele drepturi:

e dreptul la informare;

e dreptul de acces la datele respective;
dreptul de rectificare a datelor cu caracter personal ;
 dreptul de stergere a datelor cu caracter personal, sub rezerva anumitor exceptii;

 dreptul de a va opune prelucrdrilor, sub rezerva anumitor exceptii.
Daca doriti sd facefi o solicitare in temeiul Regulamentului UE 679/2016, pentru a putea si vi
raspundem intr-un mod eficient va trebui sa ne furnizati identitatea dumneavoastra (nume complet.
date identificare) si indicatii privind informatiile pe care le solicitati.

In cazul solicitarii de acces la imagini inregistrate care va privesc, solutionarea cererii se poate face
prin acordarea accesului la inregistrarea solicitata in sitiatia existentei unui interes legitim . Cererea
de acces trebuie sa mentioneze scopul solicitarii , data, ora, locatia pentru care se doreste acces la
inregistrarea camerei de supraveghere sub rezerva existentei inregistrarii video ( situatie in care
aceasta nu a fost stearsa pana la data inregistrarii cererii dvs ).

Inregistrarea furnizata in cazul solicitarii de acces depinde de conditiile tehnice de inregistrare, de
conditiile in care a avut loc preluarea imaginilor si de drepturile altor persoane care pot aparea in
inregistrare (imaginile in care apar alte persoane vor fi editate astfel incat si nu fie posibila
recunoasterea/identificarea lor). Este posibild restrictionarea accesului pentru protejarea drepturilor si
libertatilor altor persoane (de exemplu daca in imagini apar si alte persoane si nu exista posibilitatea
de a obtine consimtamantul lor sau imaginile acestora nu se pot edita).

Conform Regulamentului european de protectie a datelor cu caracter personal (Regulamentul nr. 679/2016),
beneficiati de urmatoarele drepturi:

- dreptul la informare;

- dreptul de acces la date prelucrate; :

- dreptul la rectificare a datelor prelucrate;

- dreptul la stergerea datelor (,dreptul de a fi uitat”);

- dreptul la restrictionarea prelucréri datelori;

- dreptul la portabilitatea datelor prelucrate;

- dreptul la opozitie; ‘

- dreptul de a nu fi supus unei decizii individuale automate.

De asemenea in cazul in care considerati ca aceste drepturi v-au fost incalcate in mod nelegal , aveti dreptul de a v
adresa Autoritatii Nationale de Supraveghere a Prelucrarii Datelor cu Caracter Personal sau instantelor competente.

Vad rugam sd consultati Regﬁlamentului (UE) nr. 679 din 27 aprilie 2016 privind protectia persoanelor fizice in ceea ce
priveste prelucrarea datelor cu caracter personal si privind libera circulatie a acestor date pentru a lua act de
conditiile specifice ale aplicarii acestor drepturi cu privire la prelucrdrile de date cu caracter personal care au loc in
contextul specific desfasurarii activitatilor institutilor publice din Romania.




Pentru exercitarea acestor drepturi, va puteti adresa cu o cerere scrisa, datata si
semnata catre Primaria Comunei Schitu , persoanei responsabile: UAT SCHITU la
adresa de email: primariaschitu@primariaschitugr.ro

Cererea se poate depune la sediu, sau poate fi trimisa prin posta, la adresa: Primaria
comunei Schitu, str. Sos. Giurgiului, nr. 43, comuna Schitu, sat Schitu, judetul
Giurgiu, cod postal 087200

Procedura prin care persoanele fizice isi pot exercita aceste drepturi se poate vizualiza
in sectiunea: www.primariaschitugr.ro /Informatii Publice/Protectia Datelor.

Conform cerinfelor Regulamentului (UE) nr. 2016/679 privind protectia persoanelor
fizice In ceea ce priveste prelucrarea datelor cu caracter personal si privind libera
circulatie a acestor date, PRIMARIA SCHITU administreazi in conditii de siguranta
si numai pentru scopurile specificate date cu caracter personal. Orice persoani are
dreptul de a refuza transmiterea datelor, ceea ce duce la suspendarea serviciilor
oferite acesteia de citre PRIMARIA SCHITU.




ZONA
SUPRAVEGHEATA
VIDEC

PENTRU A ASIGURA
SECURITATEA PERSOANELOR SI
BUNURILOR DIN INCINTA, ZONA ESTE
SUPRAVEGHEATA VIDEO

( INSTIINTARE CONFORM REGULAMENTULUI UE 2018/79GDPR)




